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The DRAM Refresh Challenges
ØSimulation Time: Simulating the entire refresh process can be time-

consuming and computationally expensive.

ØIntegration with System-Level Simulation: Integrating DRAM refresh
verification with system-level simulations, adds complexity to the
verification process.



Challenges(Con’td)

ØTestbench Development: Creating
comprehensive testbenches that effectively
exercise and verify refresh mechanisms requires
significant effort and expertise

ØKeeping track of the number of row Activation
during the time of high DRAM activity to ensure
additional Refresh are issued to prevent potential
data loss.

ØCorner Case Scenarios: Capturing and
simulating temperature fluctuations or rare error
events, within a digital simulation environment
can be challenging.



Refresh Management: A Modern Approach

ØDDR5 and LPDDR5 introduced 
Refresh Management (RFM) to 
mitigate Row Hammer risks.

ØRFM uses sophisticated 
mechanisms to track row accesses 
and proactively issue refreshes.

ØGoals of RFM - improved data 
integrity, reduced overhead, 
increased performance.



Cadence's Novel Verification Solutions for DRAM Refresh and RFM

Ø Cumulative counter tracking: monitoring pull-in and postpone refreshes.

ØAdvanced refresh debug capabilities: detailed visualization and 
analysis of refresh processes.



Cadence's Novel Verification Solutions for DRAM 
Refresh and RFM
ØSmart optimized refresh mechanism: dynamic "RefreshChecks On/Off" and 

"applyDerate" features.

ØTemperature-sensitive derating support: modeling realistic operating conditions.

ØRow Access Counter (RAA) and its configuration options (raaimt, raammt, raaCntDec)

Ø Features/Knobs :
• applyDerate -> Applies timing derate when derating is enabled through MR4 backdoor WR
• applyRefreshRate -> Applies new refresh rate when it is enabled through MR4 backdoor WR
• optimizedRefresh -> smart refresh mode will be enabled

Ø Timings :
• tderate -> Wait time for derate to take effect after the last valid beat (8th) during MRR to MR4
• trefrate -> Wait time for refresh rate to take effect after the last valid beat during MRR to MR4



Powerful Tools for Effective Debugging

ØCallbacks for custom logic monitoring: track counter changes and 
pinpoint errors.

ØVisual analysis with debug ports: observe dynamic changes in 
refresh processes.

ØMetric-driven coverage: ensure thorough testing of refresh 
mechanisms.

ØUnified transaction debugging: comprehensive analysis of refresh 
operations.



Comprehensive Refresh and Refresh Management Solution



Verifying Robust Refresh Management with RAA and DRFM



Proven Results: Delivering High-Quality DRAM Designs
ØCustomers have found features like callbacks for counter monitoring and visual debug

ports for observing dynamic changes throughout simulations to be particularly useful as it
reduced the overall verification effort by more than 70%.

ØThe ease of modifying refresh rates and derating options through backdoor mechanisms
has enhanced the user experience streamlining regression test suites with precision and
accuracy.

ØThe waveform debugger reflects 100% accuracy for dram commands sampling, internal
state transitions and mode register updates.

ØThe robust coverage and efficient timing analysis tools have enabled significant 
verification speed-ups, empowering customers to deliver high-quality LPDDR5-based 
designs with confidence and zero silicon escape.
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